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What is e-Consent?

 Provides mechanism to share written or interactive information, evaluate 
subject comprehension and document consent electronically.

 Composed of multiple steps to ensure informed consenting.

 Identity verification of the subject.

 Presentation of the consent documentation.

 Capture of digital signature.

 Certification of submitted responses.

 Relies on a digital signature method.

 Signature fields within REDCap do not constitute an informed consent on 
their own.

 e-Consent does not replace required consent signature meant to be stored in 
regulatory binders.



REDCap Framework
 Within REDCap, e-Consent is facilitated 

through an integrated framework within the 
REDCap application which provides a 
platform for securely processing informed 
consent electronically. 

 Adds 2 things to a typical survey-taking 
process:

 Certification page added to end of 
survey that displays an in-line PDF copy 
– subject will be asked to verify 
everything is correct.

 Upon completion a static copy of their 
responses in the format of a consent 
specific PDF is stored in the File 
Repository.



Where are completed PDFs stored?

 Archived Documents

 REDCap creates an (unmodifiable) PDF of the completed responses and stores it in the 

File Repository under “PDF Survey Archive”.

 PDFs can be accessed by any user with “Full Data Set” privileges.

 Completed e-Consent PDFs should be downloaded & printed from the File Repository 

and maintained in paper format with your regulatory files.

 Logging

 All actions including submission of responses are logged.

 Along with timestamps the IP address of the computer that submitted the consent is 

recorded.



File Repository

 Multiple versions of same 

consent to accommodate for 

updates/amendments.

 Multiple consent types within 

same project.



21 CFR Part 11 Compliance

 The University’s instance of REDCap is NOT 21 CFR Part 11 compliant.

 REDCap should not be used to document consent where an electronic 

signature (e-signature) is required, more specifically in FDA-regulated 

research.

 REDCap captures a digital signature, not an approved e-signature.

 There is no e-signature solution at the University at this time.

 More to come in future SCORE meeting.



Getting Started

 According to the OHSP guidance, Research & Academic IT is required to set up 

the e-Consent in REDCap, including any future consent amendments.

 IRB Approval is required before contacting Research & Academic IT for 

implementation.

 Research & Academic IT Implementation

 Fill out the e-Consent implementation request survey located on the login page for 

REDCap.

 Our team will provide a walkthrough of the workflow once the implementation is 

complete.

http://www.rochester.edu/ohsp/documents/ohsp/pdf/policiesAndGuidance/Guideline_REDCap_eConsent.pdf

